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User Guide 
 

 

Thanks to the Universign Web portal, you can very easily have all kinds of PDF documents signed, in just a 
few clicks. All you need to do is go to www.universign.com, create a client account and follow the steps 
to creating signature collections. 

The Universign web portal can be used from any internet browser and allows you to manage your account 
and your users, and to create and track signature collections. 

This guide will allow you to get to know how our electronic signature service works, with simple and 
intuitive steps to create your signature requests. 

You can also watch our video tutorial below: 

                         

Version 

 

February 2020 © Universign. Any total or partial reproduction or use of this document, in any form, is strictly forbidden without 
Universign’s authorisation. 

file:///C:/Users/galvaing.UNIVERSIGN/AppData/Local/Microsoft/Windows/Temporary%20Internet%20Files/Content.Outlook/9Z3YKY0B/www.universign.com
https://www.youtube.com/embed/ldvla_un_jw?feature=oembed
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1. Log in 

It couldn’t be easier to use our services: log in to our online app from your browser at 
https://login.universign.com/authn/login 

 

• If you already have a Universign account 

 

Enter the email address and 
password used to create your 
account. 

 

If you’ve forgotten your password, 
use the Forgot your password link to 
receive a new one. 

 

 

 

  

https://login.universign.com/authn/login
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• Create your Universign account 

 

If you haven’t got a Universign account yet, 
it couldn’t be easier to get started!  

 

Click on the Create your account link and 
enter the required information. 

The fields marked with an asterisk (*) are 
mandatory to be able to create an account. 
You must also accept the various terms and 
conditions of use for our services and our 
data protection policy (GDPR). 

 

 

 

 

 

.  
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2. Using the application 

Once you’ve logged in to use our service, you’ll be redirected to the application’s homepage.  
 

 

 

 

Application main menu  

 

Identity: manage your personal information and username. 

Organisation: manage the information for your organisation and 
authorised users. 

My collections: track your signature requests. 

Timestamp: timestamp a file (not just PDF files). 

Statistics: track your usage per user. 

Purchases: purchase a new service pack and track your orders. 

Settings: manage your password, personal information and users, 
and find our email addresses for sending your documents or emails 
to be timestamped. 
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3. Have your PDF documents signed 

To have your PDF documents signed, click on the “New Collection” button, which will allow you to define 
the document(s) to be signed, the recipient(s) and the type of signature1 to be used, all found under the 
“collection” section of the Universign application2 

 

 
 

At the heart of our application is the creation of signature requests, which can be carried out in 4 very 
simple steps: 

1. Upload the document(s) to be signed 

2. Enter the signatory/signatories 

3. Position the signature field(s) 

4. Check your document before sending it off! 

 

The following sections will describe how to use the application in more detail. 

 

1. Upload your PDF documents 

 

 

For each document you wish to 
add, you can either: 

a. Drag and drop the file 

b. Select it by clicking the button

 which will open a 
window allowing you to select 
the document from your file 
directory. 

 

 

Advanced signature options 

 

In the “Advanced options” tab, you’ll find different options allowing you to define the type of signature or 
choice of language, and to enable handwritten signatures. 

The delivery of an OTP code by text is mandatory and cannot be changed. 

The options you define will only apply to the collection being created. 

 
1 The type of signature depends on the options you have subscribed for 
2 A Universign collection is used much like a physical folder of documents waiting to be signed 



 

 

 

 

©SAS Cryptolog International – Universign    7 

 

  



 

 

 

 

©SAS Cryptolog International – Universign    8 

 

Type of signature 

 

 

Simple 

Simple electronic signature (level 1) 
using a one-time password 
delivered by text. 

Certified 

This corresponds to an advanced 
signature (level 2) and includes the 
verification of the signatory’s ID 
document when creating their 
certificate, and their electronic 
signature, using a one-time 
password delivered by text. 

NB: It should be noted that the 
certificate on client workstations is no 
longer an option available in our 
catalogue. 

 

Handwritten signature 

In addition to the electronic signature, it is 
possible to enable handwritten signatures.  

 

This handwritten signature has no legal value. 
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Receive the signed document 

If checked, this option will trigger the automatic delivery of the signed document(s), once successfully 
signed, to the email address of the collection creator. 

Universign advises you to leave this option enabled, in order to save a “copy” 3 on any physical medium of 
your choice. 

 

Send the signed document 

If checked, this option will trigger the automatic delivery of the signed document(s), once successfully 
signed, to the email address of the collection signatories. 

 

Signature page language 

This allows you to set the language in which the signature page will be displayed. 

Languages available: Bulgarian, Catalan, Dutch, English, French, German, Italian, Polish, Portuguese, 
Romanian or Spanish. 

 

 

2. Enter the signatories 

This second step allows you to define the order of signatories followed by the document to be signed. 

There is no limit, you can therefore add as many signatories as necessary, by simply entering their first 
name, surname, email and mobile telephone number (if known). 

If you make a mistake, click on the symbol to delete the line. 

If there are several signatories in a collection, the order will be sequential: therefore, the second signatory 
will only be able to sign the document after the first signatory has successfully signed, and so on for the 
remaining signatories. 

 

  

 
3 A copy of an electronically signed PDF document is legally equivalent to an original 
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3. Position the signature fields 

Before the document can be sent to the signatories, you must manually position the signature field on 
your document. 

The graphic transcription of the Universign electronic signature will appear in this field.  

You can position your field as follows: 

a. Using the navigation buttons, go to the page where 
you want it to appear: 

b. Select the field to the right of the document and, using your mouse, place it on the desired area. 

Note: The field must be placed entirely within the selected page of the document. 

 

 

 

 

Figure 1 - Example of the Universign signature 
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4. Send your collection 

Check the collection information.  

If you’ve made a mistake, you can return to the previous step. 

 

Click SEND. 

 

And that’s it, all done!  

Congratulations! 
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4. Track your signature requests  

 

From the welcome screen or the “My collections” option, you can track the progress of your collections in 
real time. This dashboard allows you to see which of your documents have been signed or are in the 
process of being signed. 

Once your signature request has been delivered, the application will automatically bring you to the request 
tracking function. 

This function allows you to track the status of your signature collections and their progress within the list 
of signatories, as well as to cancel your request. 
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The application allows you to: 

 

 

 

 

 

 

 

Log in to sign documents 

This allows you to open the signature page and proceed to sign documents. 

This option is only useful for face-to-face signatures. 

 

Follow-up with the pending signatory 

A new follow-up email will be sent to the signatory.  

 

Cancel the collection in progress 

This allows you to cancel a collection.  

Remember that the signatories will not be notified. As a result, when the signatory clicks on the 
link on the email they initially received, they will be redirected to a page indicating that the 
document cannot be accessed. 

 

Download the signed document 

Once your signature collection has been completed, this option will allow you to save your 
document to your device.  

 
Your document is available to download. 

 

Your document has been archived by Universign. Every signed document is 
automatically archived after 30 days. This archiving function can be disabled if a 
client so wishes. 

 

You have requested the restoration of an archived document. Please wait, 
procedure in progress. 

 

 

Download the list of collections 

A CSV file will be generated, featuring the list of your collections. 

 

Download the signature certification 

A PDF document will be generated, indicating the operations carried out throughout 
the signature collection. 

You will receive the certification of both the document and the signatory.  

The signatory certification is only available after the collection has been completed. 
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5. Signing the document 

Once your collection has been delivered, each signatory will in turn be invited by email to sign your 
document on the Universign signature page. 

 

 

After clicking the button “View documents and sign”, the signatory must read the entire document 
online. 

 

Then, they must accept the conditions presented below. 
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To sign electronically, the signatory must: 

1. Accept the document. 

2. Enter the one-time password 
received by text. 

3. Accept the Universign service 
terms and conditions of use. 

4. Sign. 

5. Refuse to sign. 

If the signatory refuses to sign, 
the collection will be cancelled. 
Only the creator will receive a 
cancellation email. 

 

 

Handwritten signature 

 

If this option was enabled when creating 
the signature collection, the signatory 
will confirm their electronic signature by 
drawing their handwritten signature.  
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6. Register a digital identity (Appointed Registration Operator only) 

Users with the ARO status (Appointed Registration Operator) may register certification requests via the 
portal. 

 

To proceed to registration, click the following menu option: “Register a digital identity”. 

 

NB: Please note that this service is subject to specific conditions. To use this, please contact your sales 
representative. 

 

 

1. Identity Verification 

To begin, enter the details of the applicant, and check that these are correct.  

 

 

2. Upload the applicant’s ID document 

At this stage, you will be asked to upload your ID document. 

Note that the maximum file size for ID documents is 4Mb. 
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3. Acceptance 

Please invite the certificate applicant to read and accept the Service Subscription Conditions. 

 

4. Registration 

After clicking the “send” button, a code will be sent by text to the certificate applicant for authentication. 

 

Once the code has been entered, their digital identity will have been successfully delivered for validation. 
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7. Timestamping 

Universign timestamping seals and guarantees the protection of your documents, emails or attachments 

in a reliable and tamper-proof way. 

You can make a timestamp by downloading a file or by email. 

 

1. By downloading the file 

 

Select the following option from the menu: 

All you have to do is download the document to be timestamped, by selecting the digit algorithm and the 

format of the timestamp token. 

 

After selecting “timestamp”, the timestamp token will automatically begin to download.  
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2. Email timestamping 

For this, all you need to do is click on your username, and then on “Settings”: 

 

Click on the TIMESTAMP tab: 

 

 

From your mailbox, send the email to be timestamped to the address indicated beside the “email 

timestamping” option. 

Once the email has been delivered, you will receive a confirmation email with the timestamped email and 

the associated timestamp token as an attachment. 

 

3. Attachment timestamping 
 

From your mailbox, send an email with the attachments to be timestamped, to the address indicated 

beside the “attachment timestamping” option. 

Once the email has been delivered, you will receive a confirmation email with the timestamped file and 

the associated timestamp token as an attachment.  
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Enable access via email for my account 

If checked, this option will allow access via email to timestamping for your account. 

 

Use private addresses 

If checked, this option will allow for random and different recipient email addresses to be generated by 

clicking “renew my addresses”. 

 

 

 

 



 

 

 

 

©SAS Cryptolog International – Universign    21 

 

8. Account administration (administrator account only) 

If you have an administrator account within your organisation, you may access the account 
administration settings at any time.  

For this, all you have to do is click on your username on the top right of the screen and select “Settings”. 

 

 

 

1. Organisation 

To manage your organisation, select the “Organization” tab as shown below:  

 

 

 

Billing details 

The first section will allow you to enter your billing details. 
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List of users 

This allows you to manage the list of users. 

• Add a user to your organisation: 
For this, all you need to do is click “add user”. 

 

 
 

Enter the email of the user to be added, as well as their preferred language (English, French or Spanish). 

Once the request has been confirmed, an email will be sent to the user, inviting them to verify their 
registration via a redirection link. 
 
After clicking on this link, the user will be invited to fill in an activation form, to create their password and 
to accept the general terms and conditions of use. 
 
Once the form has been confirmed, a notification email will be sent to the administrator, informing them 
that the account has been successfully created. 
 
 

 

• Grant/remove “administrator” status: 
 

If checked, this option will enable administrator status for this user account:  

 
Please note that user-type accounts can create collections and but may only view their own collections. 
The administrator role allows for users to view all collections and to create user accounts.  
 
 

• Delete user: 
 
You can delete a user by clicking on the bin:  
 

  



 

 

 

 

©SAS Cryptolog International – Universign    23 

 

 

 

Universign, a pure player in digital confidence  

Universign provides a SaaS platform offering trust services: electronic signatures, electronic seals, 
timestamps and identity management. 

Universign allows people to sign anything, anywhere, with a high level of regulatory compliance and legal 
value, for all kinds of electronic documents by providing strong guarantees in terms of integrity and 
authenticity of the authors and signatories. 

As qualified Trust Service Provider under eIDAS Regulation, Universign brings legal confidence to digital 
transformation.  

Our trust services guarantee security to digital transaction and offers the best user experience with two 
driving principles: simplicity and compliance. 

Contact us : 

 

 

 

 

 

 

Universign 

7, Rue du Faubourg Poissonnière 

75009 Paris   

Tel: +33 (0)1 80 49 16 25 

sales@universign.com 

www.universign.comwww.universign.com 

mailto:sales@universign.com
http://www.universign.com/

